
Privacy policy 
General provisions 
Please note that the websites operated by Navision Support Online Kft. are not 
addressed to individuals. Due to its activities, Navision Support Online Kft. does not 
provide services to individuals. Its products and services are software solutions and related 
services that support companies’ business activities and processes. When filling out forms 
or subscribing to our newsletters on our websites please, enter real business contact 
information! 
  
Navision Support Online Kft. (Registered office: 1118 Budapest, Dayka Gábor u. 3, 
hereinafter referred to as “Navision Support Online” or "Data controller") is committed to 
protecting the personal data of its clients and partners and considers that it is of utmost 
importance to respect its customers Right of Informational Self-Determination. The Data 
controller shall treat the personal data confidentially and will take any security, technical 
and organizational measures guaranteeing the security of these data. 
  
In the context of its privacy policy, the Data manager considered, in particular, the 
regulation (EU) 2016/679 of the European Parliament and the Council ("General Data 
Protection Regulation" or "GDPR") and Act CXII of 2011 on Informational Self-determination 
and ("Infotv."). 
  
This policy provides information about what personal data the Data controller manages and 
how it is used through its websites. You can learn how to verify the accuracy of this 
information and how to request deletion from the Data controller’s registers. 
  
Please note that you can view most pages of our website, without providing any personal 
information. However, on our websites, it may be necessary for the purpose of customer 
relationship to register and identify the contact person of You as a specific enterprise, 
budgetary or social organization. This statement applies only to the websites operated by 
the Data controller. 
  
The Data controller reserves the right to unilaterally amend this Privacy policy. 

Definitions 
Personal data or data: any information relating to an identified or identifiable natural 
person (‘data subject’); an identifiable natural person is one who can be identified, directly or 
indirectly, in particular by reference to an identifier such as a name, an identification number, 
location data, an online identifier or to one or more factors specific to the physical, 
physiological, genetic, mental, economic, cultural or social identity of that natural person; 
  
Data processing: any operation or set of operations which is performed on personal data or 
on sets of personal data, whether or not by automated means, such as collection, recording, 
organization, structuring, storage, adaptation or alteration, retrieval, consultation, use, 
disclosure by transmission, dissemination or otherwise making available, alignment or 
combination, restriction, erasure or destruction; 
  
  



Data controller: the processing is carried out by employees directly involved in the provision 
of Navision Support Online Kft. in the context of their activities according to the purpose of 
the processing. 
Contact details of Navision Support Online Kft, as the Data controller: 
Data controller name: Navision Support Online Kft. 
Address of the Data controller: 1118, Budapest, Dayka Gábor u. 3 
Data controller’s email address: info@navisionsupportonline.com  
  
We inform the visitors of our websites that the Data controller has not been appointed a data 
protection officer, but our responsible colleagues can be contacted at any time at the above 
email address and/or by post in topics related to this privacy policy or processing your 
personal data. 
  
Personal data or data: any information relating to an identified or identifiable natural 
person (“data subject”); an identifiable natural person is one who can be identified, directly 
or indirectly, in particular by reference to an identifier such as a name, an identification 
number, location data, an online identifier or to one or more factors specific to the physical, 
physiological, genetic, mental, economic, cultural or social identity of that natural person; 
  
Data Processor means a natural or legal person, public authority, agency or other body 
which processes personal data on behalf of the Data controller; 
  
Third-party means a natural or legal person, public authority, agency or body other than the 
Data subject, Data controller, Data processor and persons who, under the direct authority of 
the Data controller or Data processor, are authorized to process personal data; 
  
Web site means the websites operated by the Data controller or by the service providers 
contracted with the Data controller, on which the Data controller performs processing. These 
websites are the Data controller's own Web pages: www.navisionsupportonline.com  
  
User: The natural person who registers on the websites and, in this context, provides the 
information listed in section 4 below. 
  
Consent of the data subject: any freely given, specific, informed and unambiguous indication 
of the data subject's wishes by which he or she, by a statement or by a clear affirmative action, 
signifies agreement to the processing of personal data relating to him or her; 
  
Personal data breach: a breach of security leading to the accidental or unlawful destruction, 
loss, alteration, unauthorized disclosure of, or access to, personal data transmitted, stored or 
otherwise processed. 

Principles of data processing 
The Data controller shall act in accordance with the following principles when processing 
personal data: 
  
Personal data shall be: 

• processed lawfully, fairly and in a transparent manner in relation to the data subject 
(“lawfulness, fairness and transparency”); 

• collected for specified, explicit and legitimate purposes and not further processed in a 
manner that is incompatible with those purposes; 



• adequate, relevant and limited to what is necessary in relation to the purposes for which 
they are processed (“data minimization”); 

• accurate and, where necessary, kept up to date; The Data controller shall take all reasonable 
steps to ensure that personal data that are inaccurate, having regard to the purposes for 
which they are processed, are erased or rectified without delay (“accuracy”); 

• kept in a form which permits identification of data subjects for no longer than is necessary 
for the purposes for which the personal data are processed; personal data may be stored 
for longer periods insofar as the personal data will be processed solely for statistical 
purposes (“limited storage”); 

• processed in a manner that ensures appropriate security of the personal data, including 
protection against unauthorized or unlawful processing and against accidental loss, 
destruction or damage, using appropriate technical or organizational measures (“integrity 
and confidentiality”). 

Legal ground and purposes of processing, scope of data 
processed 
The legal ground for processing is the voluntary consent of you as a User. The User is entitled 
to withdraw its consent to the processing at any time and is entitled to request information 
about the processing, rectification or erasure of data (so the termination of processing) via e-
mail to info@navisionsupportonline.com. 
  
The personal data provided by the Users during registering, submitting a contact form or 
subscribing to a newsletter on the Data controller's websites, shall be handled for up to 3 
months from the User’s withdrawal of its consent to the processing. 
  
The Data controller handles the following data, indicating the purpose of the processing in 
brackets: 

• Name (identification); 
• E-mail address (identification, contact); 
• Telephone number (contact); 
• Date of registration (technical information operations) 
• IP Address (technical information operations) 

The Data controller does not verify the personal data provided to him. Only the person who 
provided them is responsible for the adequacy of the data. When a data subject enters an 
email address, the Data subject is solely responsible for taking advantage of the provided 
email address. 
  
By subscribing to our websites, you expressly consent to and agree that the Data controller 
may address the relevant enterprise, social or budgetary organization in newsletters with 
informational or commercial purposes or engage contact via the given phone number. 
  
Notwithstanding the above, it may occur that a service provider technically connected to the 
operated websites, conducts processing activities on any of the websites without informing 
the Data controller. Such activities shall not be considered as data processing conducted by 
the Data controller. The Data controller will do its utmost to prevent and eliminate such 
processing. 

User Rights 
Right to Information 



The Data subject shall have the right to request information about personal data processed 
by the Data controller. Upon the request of the Data subject, the Data controller shall provide 
information about the purposes of the processing, the recipients to whom the personal data 
have been or will be disclosed and where possible the envisaged period for which the personal 
data will be stored. 
  
The Data controller shall provide the requested information in written form within 30 days 
from the date of submission of the request. 
  
Data subject may raise its questions and comments towards the Data controller via the 
contact information provided in the 2. sections of this policy. 
  
Rectification and erasure 
The Data subject shall have the right to obtain from the Data controller without undue delay 
the rectification of inaccurate personal data or the erasure of personal data concerning him 
or her via the contact information provided in the 2. sections of this policy. 
  
The Data controller shall correct or delete the information within 5 working days from 
receiving the request, where data will not be recoverable in the latter case. The deletion does 
not apply to data processing required under the law (e.g. accounting regulations) and is 
retained by the Data controller for the necessary period. 
  
If the Data controller does not comply with the request for rectification or erasure, it will 
communicate the factual and legal grounds for rejecting the request for rectification or 
erasure in writing within 30 days from receiving the request. 
  
Restriction of processing 
The Data subject shall have the right to obtain from the Data controller restriction of 
processing where one of the following applies: 

• the accuracy of the personal data is contested by the Data subject, for a period enabling the 
Data controller to verify the accuracy of the personal data; 

• the processing is unlawful, and the Data subject opposes the erasure of the personal data 
and requests the restriction of their use instead; 

• the Data controller no longer needs the personal data for the purposes of the processing, 
but they are required by the Data subject for the establishment, exercise or defense of legal 
claims 

• the Data subject has objected to processing pending the verification whether the legitimate 
grounds of the Data controller override those of the Data subject. 

Notification 
The Data controller shall communicate any rectification or erasure of personal data or 
restriction of processing carried out to each recipient to whom the personal data have been 
disclosed unless this proves impossible or involves a disproportionate effort. The Data 
controller shall inform the Data subject about those recipients if the Data subject requests it. 
  
The notification may be omitted if it does not prejudice the legitimate interest of the Data 
subject in the purpose of the processing. 
  
Object against data processing 
The Data subject shall have the right to object, on grounds relating to his or her particular 
situation, at any time to processing of personal data concerning him or her. The Data 
controller shall no longer process the personal data unless the Data controller demonstrates 



compelling legitimate grounds for the processing which override the interests, rights, and 
freedoms of the Data subject or for the establishment, exercise or defense of legal claims. 
  
Where the Data subject objects to processing for direct marketing purposes, the personal data 
shall no longer be processed for such purposes. 
  
The possibility of law enforcement against data processing 
In case of any unlawful processing please inform the Data controller via the contact 
information provided in section 2, making it possible to restore the appropriate legal status 
within a short period of time. The Data controller will do its utmost to solve the problem 
outlined. 
  
If the Data subject considers that the legal status cannot be recovered, please inform the 
authority on the following contact details: 
  
National Authority for Data Protection and Freedom of Information 
Postal address: 1530 Budapest, Pf.: 5. 
Address: 1125 Budapest, Szilágyi Erzsébet fasor 22/C. 
Phone: + 36 (1) 391-1400 
Fax: + 36 (1) 391-1410 
E-mail: ugyfelszolgalat@naih.hu 
URL: https://naih.hu 
  
Without prejudice to any available administrative or non-judicial remedy, including the right 
to lodge a complaint with a supervisory, each Data subject shall have the right to an effective 
judicial remedy where he or she considers that his or her rights under this Regulation have 
been infringed as a result of the processing of his or her personal data in non-compliance with 
this Regulation. 
  
Proceedings against a Data controller or a Data processor shall be brought before the courts 
of the Member State where the Data controller or processor has an establishment. 
Alternatively, such proceedings may be brought before the courts of the Member State where 
the Data subject has his or her habitual residence unless the Data controller or processor is a 
public authority of a Member State acting in the exercise of its public powers. 

Security 
Security of processing 
Taking into account the state of the art, the costs of implementation and the nature, scope, 
context and purposes of processing as well as the risk of varying likelihood and severity for 
the rights and freedoms of natural persons, the Data controller and the Data processor shall 
implement appropriate technical and organizational measures to ensure a level of security 
appropriate to the risk. 
  
The Data Manager selects and maintains the IT tools used to process personal data in such a 
way that: 

• the processed data is accessible only to those entitled; 
• authenticity and authentication of the processed data is ensured; 
• the unchangeability of the processed data can be justified; 
• the data processed is protected against unauthorized access. 
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The Data controller shall protect the data by appropriate measures, in particular against 
unauthorized access, alteration, transmission, disclosure, erasure or destruction, as well as 
accidental destruction, injury, and the inaccessibility caused by the change of techniques used. 
  
Cloud applications are part of the services. Cloud applications are typically international and 
cross-border in nature and are used for data storage purposes when the data is not stored on 
the Data controller’s premises, but in a data center that can be placed anywhere in the world. 
The main advantage of cloud applications is that it provides geographically independent, 
high-security, and flexibly expandable capacity for storage and processing capabilities. The 
Data controller selects its partners providing the cloud services with the utmost care, and will 
make all reasonable efforts to: 

• conclude a contract that includes the data security interests of the users; 
• make its privacy policy transparent; 
• continuously verify data security. 

By accepting this privacy policy, the User expressly consents to the data transfer towards 
cloud applications. 
  
Hyperlinks: the Data controller’s websites may refer or link to pages maintained by other 
service providers (including buttons and logos linking to sharing or starting a login procedure 
) where the Data controller has no influence on the data processing practice or where the Data 
controller does not share/transfer data to. Users are advised that if they click on these links 
they may be transferred to other providers ' pages. In such cases, we recommend that you 
read the privacy policy that applies to the use of these pages. This Privacy policy applies only 
to the website operated by the Data controller. If you modify any of your data on an external 
website, it will not affect the processing of data by the Data controller, such modifications 
shall also be requested from the Data controller. 
  
Managing a privacy incident 
In the case of a personal data breach, the Data controller shall without undue delay and, where 
feasible, not later than 72 hours after having become aware of it, notify the personal data 
breach to the supervisory authority competent in accordance with Article 5.5, unless the 
personal data breach is unlikely to result in a risk to the rights and freedoms of natural 
persons. 
 


